Manual de usuario del Superior KeyPad Plus
G3 Jeweller

Actualizado December 17, 2025

El Superior KeyPad Plus G3 Jeweller es un teclado inalambrico disenado para
gestionar sistemas Ajax. Los usuarios pueden autenticarse mediante mandos
Tag, tarjetas Pass y codigos. El dispositivo esta disenado solo para uso en
interiores.

El teclado funciona en un sistema Ajax e intercambia datos con el hub
mediante el protocolo seguro de comunicacion por radio Jeweller.

El Superior KeyPad Plus G3 Jeweller es un dispositivo de la linea de productos
Superior. Solo los partners acreditados de Ajax Systems pueden vender,
instalar y mantener los productos Superior.

Comprar el Superior KeyPad Plus G3 Jeweller

Elementos funcionales
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1. Indicador de Armado.
2. Indicador de Desarmado.
3. Indicador de Modo Noche.
4. Indicador de Fallo de funcionamiento.
5. Lector de Pass/Tag.
6. Teclado numerico.
7. >k Boton de Funcion.
8. C Boton de Restablecimiento.
9. __ Boton Armar.
10.  Boton Desarmar.

11. 2 Boton Modo Noche.

19 Panal de montaie SmartRrackat Para ratirar al nanal decatornille al f+arnillo
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de fijacion y deslice el panel hacia abajo.

13. Pieza perforada del panel de montaje. Es necesaria para activar el
interruptor antisabotaje ante cualquier intento de arrancar el dispositivo de
la superficie. No la rompa.

14. Interruptor antisabotaje.
15. Boton de encendido.

16. Codigo QR con el ID del dispositivo. Se utiliza para anadir el dispositivo al
hub.

17. Tornillo de fijacion para fijar el teclado en el SmartBracket.

Hubs compatibles

Se requiere un hub Ajax con OS Malevich 2.35 y posterior para que el teclado
funcione.

Comprobar la compatibilidad de los dispositivos

Principio de funcionamiento

0:00/0:05

El Superior KeyPad Plus G3 Jeweller cuenta con grandes botones tactiles, un
lector para autorizacion sin contacto e indicadores LED. El teclado se utiliza
para controlar los modos de seguridad, enviar una alarma de panico o silenciar
la alarma de incendio.
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El Superior KeyPad Plus G3 Jeweller tiene indicadores LED que muestran el
modo de seguridad actual y los fallos de funcionamiento del teclado (si los
hubiera). El estado de seguridad solo se muestra cuando el teclado esta activo
(la retroiluminacion del dispositivo esta encendida).

El Superior KeyPad Plus G3 Jeweller puede utilizarse en condiciones de poca
luz, ya que dispone de retroiluminacion. La pulsacion de los botones va
acompanada de una senal sonora. El brillo de la retroiluminacion y el volumen
del teclado se pueden ajustar en la configuracion. Si no se toca el teclado
durante 4 segundos, el Superior KeyPad Plus G3 Jeweller reduce el brillo de la
retroiluminacion. Tras 8 segundos de inactividad, entra en modo de ahorro de
energia y apaga la pantalla.

Si la carga de la bateria es baja, la retroiluminacion se enciende al nivel minimo,
independientemente de los ajustes.

Control de seguridad

El Superior KeyPad Plus G3 Jeweller puede armar y desarmar todo el sitio o
grupos especificos y activar el Modo Noche. Los usuarios pueden controlar la
seguridad utilizando el Superior KeyPad Plus G3 Jeweller mediante:

1. Tarjetas o0 mandos. Para identificar a los usuarios de forma rapida y segura,
el Superior KeyPad Plus G3 Jeweller utiliza la tecnologia DESFire®.
DESFire® se basa en la norma internacional 1ISO 14443 vy combina el



cifrado de 128 bits y la proteccion contra el copiado. El Tag y el Pass
admiten esta tecnologia y son compatibles con el Superior KeyPad Plus G3
Jeweller.

2. Cadigos. El Superior KeyPad Plus G3 Jeweller admite codigos generales,
codigos personales y codigos para usuarios no registrados.

Caodigos de acceso

e Codigo del teclado es un codigo general configurado para el teclado.
Cuando se utiliza, todos los eventos se envian a las apps Ajax por parte del
teclado.

¢ Codigo de usuario es un codigo personal configurado para los usuarios
conectados al hub. Cuando se utiliza, todos los eventos se envian a las
apps Ajax por parte del usuario.

e Codigo de acceso del teclado es un codigo configurado para una persona
que no esta registrada en el sistema. Cuando se utiliza, los eventos se
envian a las apps Ajax con un nombre relacionado con este codigo.

e Codigo URR es un codigo de acceso para las unidades de respuesta rapida
(URR) que se activa tras la alarma y es valido durante un periodo
determinado. Cuando el codigo se activa y se utiliza, los eventos se envian
a las apps Ajax con un nombre relacionado con este cadigo.

El nimero de cédigos personales, codigos de acceso al teclado y codigos URR depende
del modelo del hub.

Comprobar la compatibilidad de los dispositivos

Los permisos de acceso y los codigos pueden ajustarse en las apps Ajax. Si el
codigo se ve comprometido, puede cambiarse a distancia, por lo que no es
necesario invitar a un instalador al sitio. Si un usuario pierde su Pass o Tag, un
administrador o un PRO con permisos de configuracion del sistema puede
bloquear instantaneamente el dispositivo en la app. Mientras tanto, un usuario
puede utilizar un codigo personal para controlar el sistema.

Control de seguridad de los grupos
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El Superior KeyPad Plus G3 Jeweller permite controlar la seguridad de los
grupos (si el Modo Grupo esta activado). Un administrador o un PRO con
permisos para configurar el sistema también puede ajustar la configuracion del
teclado para determinar qué grupos se compartiran (grupos de teclado). Para
obtener mas informacion sobre como gestionar la seguridad de los grupos,
consulte esta seccion.

Boton de Funcion

El Superior KeyPad Plus G3 Jeweller tiene el botén de >X Funcién que funciona
en uno de tres modos:

e Desactivado: el boton de Funcion esta desactivado y no ocurre nada
cuando el usuario pulsa este boton.

¢ Panico: tras pulsar el boton de Funcion, el sistema envia una alarma a la
central receptora de alarmas y a todos los usuarios.

¢ Silenciar alarma de incendio: tras pulsar el boton de Funcion, el sistema
silencia la alarma de los detectores de incendio Ajax. Solo disponible si
esta habilitada la funcion de Alarma de incendio interconectada (Hub —
Configuracion % s Servicio — Configuracion de detectores de incendio).

Cddigo de coaccion

El Superior KeyPad Plus G3 Jeweller admite un codigo de coaccion que permite
al usuario simular la desactivacion de la alarma. En este caso, ni la app Ajax ni
las sirenas instaladas en la instalacion revelaran sus acciones. No obstante, la
compania de seguridad y otros usuarios del sistema de seguridad seran
alertados de la incidencia.

Mas informacion

Autobloqueo de acceso no autorizado

Si se introduce un cadigo incorrecto o se utiliza un dispositivo de acceso no
verificado tres veces seguidas en el plazo de 1 minuto, el teclado se bloqueara
durante el tiempo especificado en su configuracion. Durante este tiempo, el
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hub ignorara todos los codigos y dispositivos de acceso, al tiempo que
informara a los usuarios del sistema de seguridad sobre intentos de acceso no
autorizado.

Un PRO o un usuario con permisos de configuracion del sistema puede
desbloquear el teclado a través de la app antes de que transcurra el tiempo de
bloqueo establecido.

Armado en dos etapas

El Superior KeyPad Plus G3 Jeweller puede participar en el armado en dos
etapas, pero no puede utilizarse como dispositivo de segunda etapa. El proceso
de armado en dos etapas mediante Tag o Pass es similar al uso de un codigo
personal o general en el teclado.

Mas informacion

Fire alarm muting

El Superior KeyPad Plus G3 Jeweller puede silenciar una alarma de incendio
interconectada pulsando el boton de Funcion (si el parametro correspondiente
esta activado). La reaccion del sistema al pulsar el boton depende de la
configuracion y del estado del sistema:

¢ La alarma de incendio interconectada ya se ha propagado: con la primera
pulsacion del boton, se silencian las alarmas de todos los detectores de
incendio, excepto los que registraron la alarma. Al pulsar el boton otra vez,
se silencian los detectores restantes.

¢ El tiempo de retardo de las alarmas interconectadas esta corriendo: al
pulsar el boton de Funcion, se silencia la sirena de los detectores de
incendio Ajax activados.

Tenga en cuenta que la opcion solo esta disponible si la funcion de Alarma de
incendio interconectada esta habilitada.

Mas informacion

Protocolo de transmision de datos Suberior Jeweller
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Superior Jeweller es un protocolo de radio mejorado para dispositivos Superior,
que garantiza el cumplimiento de la norma Grade 3 (EN 50131). Aplica cifrado
avanzado y salto de frecuencia. El salto de frecuencia completo solo esta
disponible cuando todos los dispositivos del sistema utilizan Superior Jeweller.
Si al menos un dispositivo funciona con el protocolo Jeweller normal, el
sistema estara limitado al Grade 2: el cifrado se mantiene, pero el salto esta
desactivado. Los dispositivos Superior también pueden funcionar con el
protocolo Jeweller normal, segun el hub.

Mas informacion

Comunicacion cifrada avanzada

La comunicacion entre el Superior KeyPad Plus G3 Jeweller y el hub esta
protegida por un algoritmo de cifrado avanzado que garantiza la
confidencialidad y la integridad de los datos. Esto significa que todos los datos
sensibles del mensaje estan cifrados, y cada mensaje incluye un codigo de
autenticacion unico que permite al sistema comprobar que los datos no han
sido modificados durante la transmision. El sistema puede detectar
manipulaciones y rechazar mensajes falsificados o alterados, garantizando una
proteccion robusta contra ataques tanto pasivos como activos. Esto garantiza
una comunicacion segura entre el dispositivo y el hub, asi como una proteccion
fiable del sistema y de los datos.

Salto de frecuencia

Para cumplir con los requisitos de Grade 3, el Superior KeyPad Plus G3
Jeweller utiliza el salto de frecuencia para la comunicacion por radio con el hub
(o el repetidor de senal de radio). Al utilizar este método, el hub y los
dispositivos anadidos a él cambian su frecuencia de funcionamiento segtin un
patron especificado. La secuencia de saltos abarca un conjunto definido de
canales dentro de las bandas operativas, y los dispositivos cambian de
frecuencia de forma sincronizada con el hub. Aunque algunos canales se vean
afectados por inhibicion, los mensajes pueden transmitirse con éxito a través
de otros canales. El salto de frecuencia aumenta la fiabilidad y el rendimiento
del sistema, y garantiza su resistencia a las interferencias intencionadas y a
los intentos de inhibicion.
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radio y no reduce la velocidad de transmision de datos. Si se anaden
repetidores al sistema, se utiliza el salto de frecuencia para todas las
comunicaciones por radio: «dispositivo < repetidor» y «repetidor < hub».

I El sistema utiliza el salto de frecuencia para la comunicacion por radio solo si todos los
: dispositivos inalambricos admiten este método.

Si al menos un dispositivo aiadido al sistema no admite el salto de frecuencia, el hub y
todos los dispositivos cambian a las frecuencias de funcionamiento de ese dispositivo
y no utilizan el salto de frecuencia para la comunicacién por radio.

Mas informacion sobre la inhibicion

Transmision de eventos a la CRA

El sistema Ajax puede transmitir alarmas a la app de monitorizacion Ajax PRO
Desktop, asi como a la central receptora de alarmas (CRA) en los formatos
SurGard (Contact ID), SIA (DC-09), ADEMCO 685 y otros protocolos.

El Superior KeyPad Plus G3 Jeweller puede transmitir los siguientes eventos:

—

. Armado/desarmado del sistema.

2. Introduccion del codigo de coaccion.

3. Pulsacion del boton de panico.

4. Bloqueo del teclado debido a un intento de acceso no autorizado.

5. Intento fallido de armar el sistema de seguridad (si la comprobacion de
integridad del sistema esta activada).

6. Alarma antisabotaje. Recuperacion del interruptor antisabotaje.
7. Pérdida y restablecimiento de la conexion con el hub.
8. Desactivacion permanente/activacion del dispositivo.

9. Desactivacion temporal unica/activacion del dispositivo.

Cuando se recibe una alarma, el operador de la central receptora de alarmas
sabe exactamente lo que ha ocurrido y adonde enviar una unidad de respuesta
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rapida. La direccionabilidad de los dispositivos Ajax permite enviar eventos a
Ajax PRO Desktop o a la CRA con el tipo de dispositivo, su nombre, grupo de
seguridad y estancia virtual. La lista de parametros transmitidos puede variar
en funcion del tipo de la CRA y del protocolo de comunicacion seleccionado.

Puede encontrar el ID del dispositivo y el niimero de bucle (zona) en los estados del
dispositivo.

Seleccionar el lugar de instalacion

_Anls

Al elegir donde colocar el Superior KeyPad Plus G3 Jeweller, tenga en cuenta
los parametros que afectan a su funcionamiento:

¢ Intensidad senal Jeweller

Al disenar el sistema de la instalacion, siga las recomendaciones de colocacion
del dispositivo. El sistema Ajax debe ser disenado e instalado por
profesionales. Aqui encontrara una lista de partners recomendados.

Lo mejor es colocar el Superior KeyPad Plus G3 Jeweller en interiores, cerca de
la entrada. Esto permite a los usuarios desarmar el sitio antes de entrar en las
instalaciones o hasta que expiren los retardos al entrar. Los usuarios también
pueden armar rapidamente el sitio al salir de las instalaciones.

La altura de instalacion recomendada es de 1.3—-1.5 metros por encima del
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suelo. Instale el teclado en una superficie plana y vertical. Esto garantiza que el
Superior KeyPad Plus G3 Jeweller esté bien fijado a la superficie y ayuda a
evitar falsas alarmas antisabotaje.

I Al sostener el Superior KeyPad Plus G3 Jeweller en las manos o utilizarlo sobre una
. mesa, no podemos garantizar que los botones tactiles funcionen correctamente.

Intensidad de la senal

La intensidad de la senal viene determinada por el nimero de paquetes de
datos no entregados o danados durante un periodo de tiempo determinado. El
icono I/ enla pestana Dispositivos B enlas apps Ajax indica la intensidad de
la senal:

¢ tres barras: intensidad de la senal excelente;
¢ dos barras: intensidad de la seial buena;

¢ una barra: intensidad de la senal baja, no se garantiza un funcionamiento
estable;

¢ icono tachado: sin senal.

I Compruebe la intensidad de la senal Jeweller antes de la instalacion final. Con una

: intensidad de senal de una o cero barras, no garantizamos que el dispositivo funcione
correctamente. Reubique el dispositivo, ya que cambiar su posicion incluso 20 cm
puede mejorar considerablemente la intensidad de la seial. Si la sefal sigue siendo
mala o inestable después de la reubicacion, utilice un repetidor de senal de radio.

Consulte la seccion Pruebas de funcionamiento para saber como ejecutar el
test de intensidad senal Jeweller.

Qué es el test de intensidad de senal Jeweller

Donde no debera instalar el teclado

1. En exteriores. Esto puede provocar fallos en el dispositivo.
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2. En lugares donde los cables de alimentacion o Ethernet, objetos de
decoracion u otras cosas puedan obstruir el teclado.

3. En lugares con temperatura y humedad fuera de los limites permisibles.
Esto puede danar el dispositivo.

4. A menos de 1 m del hub o del repetidor de senal de radio.

5. En lugares con intensidad de senal Jeweller baja o inestable.

Instalacion

a—)

e

)

et

' Antes de instalar el Superior KeyPad Plus G3 Jeweller asegurese de haber seleccionado
la ubicacion optima que cumpla con los requisitos de este manual.

Para instalar el dispositivo:

1. Desatornille el tornillo de fijacion situado en la parte inferior del dispositivo
y retire el panel de montaje SmartBracket del teclado.

2. Anada el dispositivo al sistema.

3. Fije temporalmente el panel SmartBracket con cinta adhesiva de doble cara
u otros sujetadores temporales.
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I La cinta adhesiva de doble cara solo puede utilizarse para una instalacion

: temporal. El dispositivo fijado con la cinta puede despegarse de la superficie en
cualquier momento. Mientras el dispositivo esté fijado con la cinta, la alarma
antisabotaje no se activara cuando el dispositivo se separe de la superficie.

4. Coloque el teclado en el panel de montaje SmartBracket. El indicador LED X
del dispositivo parpadeara, mostrando que la carcasa del dispositivo esta
cerrada.

5. Ejecute pruebas de funcionamiento.
6. Si los tests se realizan correctamente, retire el teclado del SmartBracket.

7. Fije el panel SmartBracket a la superficie con los tornillos suministrados.
Utilice todos los puntos de fijacion.

Cuando utilice otros elementos de fijacion, asegurese de que no daiien ni
deformen el panel.

8. Coloque el teclado en el panel de montaje SmartBracket.

9. Apriete el tornillo de fijacion en la parte inferior de la carcasa del teclado. El
tornillo es necesario para una fijacion mas fiable y para proteger el teclado
de un desmontaje rapido.

Anadir al sistema

I El hub y el dispositivo que funcionan con frecuencias de radio diferentes son

: incompatibles. El rango de frecuencias de radio del dispositivo puede variar segun la
region. Recomendamos adquirir y utilizar dispositivos Ajax en la misma region. Puede
verificar el rango de frecuencias de radio operativas con el servicio de asistencia
técnica.
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Compruebe la compatibilidad del dispositivo antes de ahadirlo al sistema. Solo los
partners verificados pueden anadir y configurar dispositivos Superior en las apps Ajax
PRO.

Tipos de cuentas y sus permisos

Antes de anadir un dispositivo

1. Instale una app Ajax PRO.

2. Inicie sesion en una cuenta PRO o cree una nueva.
3. Seleccione un espacio o cree uno nuevo.

4. Anada al menos una estancia virtual.

5. Anada un hub compatible al espacio. Asegirese de que el hub esté
encendido y tenga acceso a Internet a través de Ethernet, Wi-Fi y/o red
movil.

6. Compruebe los estados en la app Ajax para asegurarse de que el espacio
esta desarmado y el hub no esta iniciando una actualizacion.

Anadir al hub

1. Abra una app Ajax PRO. Seleccione un espacio al que desea anadir el
dispositivo.

2. Vaya a la pestana Dispositivos (=) y pulse Anadir dispositivo.
3. Asigne un nombre al dispositivo.

4. Escanee el codigo QR o introduzca manualmente el ID del dispositivo. El
codigo QR con el ID esta ubicado en la carcasa del dispositivo. También se
duplica en el embalaje del dispositivo.
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5. Seleccione una estancia virtual y un grupo de seguridad (si el Modo Grupo
esta activado).

6. Pulse Anadir y comenzara la cuenta regresiva.

7. Encienda el dispositivo pulsando el boton de encendido durante 3
segundos.

Si la conexion falla, inténtelo de nuevo en 5 segundos. Si ya se ha anadido el
numero maximo de dispositivos al hub, recibira una notificacion de error
cuando intente anadir uno mas.

Una vez anadido al hub, el dispositivo aparecera en la lista de dispositivos del
hub en la app Ajax. La frecuencia de actualizacion de los estados de los
dispositivos en la lista depende de la configuracion de Jeweller o Jeweller/
Fibray es de 36 segundos por defecto.

El Superior KeyPad Plus G3 Jeweller solo funciona con un hub. Al vincularse con un
nuevo hub, deja de enviar eventos al antiguo. Anadir el teclado a un hub nuevo no lo
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elimina automaticamente de la lista de dispositivos del hub antiguo. Esto debe hacerse
a través de la app Ajax.

Pruebas de funcionamiento

Un sistema Ajax proporciona varios tipos de tests para ayudar a seleccionar el
lugar correcto de instalacion de los dispositivos. Para el Superior KeyPad Plus
G3 Jeweller, estan disponibles los siguientes tests:

¢ Test de intensidad senal Jeweller: para determinar la intensidad y la
estabilidad de la senal entre el hub (o el repetidor de senal de radio) y el
dispositivo a través del protocolo inalambrico de transmision de datos
Jeweller en el lugar de instalacion del dispositivo.

e Test de atenuacion de la senal: para disminuir o aumentar la potencia del
transmisor de radio; para comprobar la estabilidad de la comunicacion
entre el dispositivo y el hub, se simula el entorno cambiante del sitio.

Iconos

Gl . --

- Superior Hub G3

Disarmed

S MotionProtect G3
Raom

S DoubleButton G3
Room

S KeyPad Plus G3

Room

S HomeSiren G3
Raom

Los iconos en la app Ajax muestran algunos de los estados del Superior
KeyPad Plus G3 Jeweller. Los iconos pueden comprobarse en la pestana
Dispositivos - ]
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Significado

Intensidad de la seinal Jeweller. Muestra la intensidad de la senal entre el hub y el
dispositivo. El valor recomendado es de 2—-3 barras.

Mas informacion

Nivel de carga de la bateria del dispositivo.

Mas informacion

El dispositivo funciona a través del repetidor de seiial de radio.

Mas informacion

La Lectura de pass/tag esta activada en la configuracion del teclado.

El dispositivo esta en el modo de test de atenuacion de senal.

Mas informacion

El dispositivo se ha desactivado permanentemente.

Mas informacion

Las notificaciones de alarma antisabotaje se han desactivado permanentemente.

Mas informacion

El dispositivo se ha desactivado hasta el primer desarmado del sistema.

Mas informacion

Las notificaciones de alarma antisabotaje se han desactivado hasta el primer
desarmado del sitio.

Mas informacion

El dispositivo ha perdido la conexion con el hub o el hub ha perdido la conexion con el
servidor Ajax Cloud.

El dispositivo no se ha transferido al nuevo hub.
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Mas informacion

Estados

st QD -

S KeyPad Plus G3

@

Online

Los estados muestran informacion sobre el dispositivo y sus parametros de
funcionamiento. Los estados del Superior KeyPad Plus G3 Jeweller se pueden
encontrar en apps Ajax:

1. Vaya a la pestana Dispositivos - ]

2. Seleccione el Superior KeyPad Plus G3 Jeweller en la lista.

Parametro Significado

Muestra el error al transferir datos al nuevo
hub:

. ® Error: el dispositivo no se ha transferido al
Importacion de datos
nuevo hub.

Mas informacion
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Fallo de funcionamiento

Temperatura

Intensidad senal Jeweller

Conexion via Jeweller

Potencia transmisor

Al pulsar sobre Q‘), se abre la lista de fallos de
funcionamiento del dispositivo.

El campo solo se muestra si se detecta un fallo
de funcionamiento.

Temperatura del dispositivo. Se mide por el
procesador y cambia en funcion de la
temperatura ambiente.

Puede crear un escenario por temperatura para
controlar los dispositivos de automatizacion.

Mas informacion

Intensidad de la seial Jeweller entre el
dispositivo y el hub (o el repetidor de sehal de
radio). El valor recomendado es de 2-3 barras.

Jeweller es un protocolo para la transmision de
eventos y alarmas.

Estado de la conexion a través del canal
Jeweller entre el dispositivo y el hub (o el
repetidor):

® En linea: el dispositivo esta conectado al
hub (o al repetidor). Estado normal.

® Sin conexion: el dispositivo ha perdido la

conexion con el hub (o el repetidor).
Compruebe la conexion del dispositivo.

Muestra la potencia seleccionada del
transmisor.

El parametro aparece cuando se selecciona la

opcion Max. o Atenuacion en el menu Test de
atenuacion de seiial.

Mas informacion

Estado de la conexion del dispositivo al
repetidor de senal de radio:

® En linea: el dispositivo esta conectado al
repetidor.
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<Range extender name>

Carga de bateria

Tapa

Lectura de pass/tag

® Sin conexion: el dispositivo ha perdido la
conexion con el repetidor.

El campo se muestra si el dispositivo funciona
a través del repetidor de seiial de radio.

Nivel de carga de la bateria del dispositivo. Hay
dos estados disponibles:

® OK.

® Bateria baja.

Cuando las baterias necesitan ser
reemplazadas, las apps Ajax y la compaiiia de
seguridad recibiran las notificaciones
correspondientes.

Mas informacion

Estado del interruptor antisabotaje del
dispositivo que reacciona ante cualquier
intento de arrancar el dispositivo de la
superficie o abrir su carcasa:

® Abierto: el dispositivo ha sido retirado del
panel de montaje SmartBracket o la
integridad de su carcasa ha sido
comprometida. Compruebe si el dispositivo
esté bien montado.

® Cerrado: el dispositivo esta instalado en el

panel de montaje SmartBracket. La
integridad de la carcasa del dispositivo ni
del panel de montaje no esta
comprometida. Estado normal.

Mas informacion

Muestra si el lector de tarjetas y mandos esta
activado.

Muestra la configuracion de la funcion de
Cambio facil del modo armado:

® Desactivado: cada intento de armado o
desarmado debe confirmarse introduciendo

al codiaon de accaco o acarcando al
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Cambio facil del modo armado

Desactivacion permanente

dispositivo de acceso.

® Armado/desarmado utilizando dispositivos
de acceso sin confirmar la accion con los
botones: permite a los usuarios cambiar los
modos de seguridad mediante dispositivos
de acceso sin confirmacion pulsando los
botones del teclado.

® Desarmado sin boton desarmar: el sistema
0 sus grupos, cuya seguridad se gestiona
con un codigo de acceso o dispositivos de
acceso, se desarmaran sin confirmacion
pulsando los hotones del teclado.

I Debe establecer una longitud de

: codigo de acceso fijaen la
configuracion del hub en la app
Ajax PRO.

Estado de la funcion de desactivacion
permanente del dispositivo:

® No: el dispositivo funciona en modo normal
y transmite todos los eventos.

® Totalmente: el administrador del hub ha

excluido completamente el dispositivo del
funcionamiento del sistema. El dispositivo
no ejecuta comandos del sistema ni reporta
alarmas u otros eventos.

® Solo tapa: el administrador del hub ha

desactivado las notificaciones sobre la
activacion de la alarma antisabotaje.

Mas informacion

Muestra el estado de la funcion de
desactivacion temporal tinica del dispositivo:

® No: el dispositivo funciona en modo normal.

® Totalmente: el dispositivo esta
completamente excluido del
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Desactivacion temporal Gnica

Firmware

ID dispositivo

Dispositivo N?

Configuracion

Tuncionamiento del sistema mientras el
modo armado esta activo. El dispositivo no
ejecuta comandos del sistema ni reporta
alarmas u otros eventos.

® Solo tapa: las notificaciones sobre la
activacion de la alarma antisabotaje estan
desactivadas mientras el modo armado esta
activo.

Mas informacion

Version del firmware del dispositivo.

ID del dispositivo. También disponible en el
cadigo QR en la carcasa del dispositivo y en su
caja de embalaje.

Numero de dispositivo. Este nimero se
transmite a la CRA en caso de alarma o evento.

o0t QD ==

{ Back S KeyPad Plus G3

Nan

S KeyPad Plus G3

Room

Entrance

Keypad and user codes

Para cambiar la configuracion del Superior KeyPad Plus G3 Jeweller en las

apps Ajax:

1. Vaya a la pestana Dispositivos - ]
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2. Seleccione el Superior KeyPad Plus G3 Jeweller en la lista.

3. Vaya a la Configuracion S,

4. Establezca los parametros necesarios.

5. Pulse Atras para guardar la nueva configuracion.

Configuracion

Nombre

Estancia

Gestion de grupos

Significado

Nombre del dispositivo. Se muestra en la lista
de dispositivos del hub, el texto de los SMS y
las notificaciones en el historial de eventos.

Para cambiar el nombre del dispositivo, pulse
sobre el campo de texto.

El nombre puede contener hasta 24 caracteres
latinos o hasta 12 caracteres cirilicos.

Seleccionar la estancia virtual a la que el
Superior KeyPad Plus G3 Jeweller esta
asignado.

El nombre de la estancia se muestra en el texto
de los SMS y de las notificaciones en el
historial de eventos.

Seleccionar el grupo de seguridad controlado
por el dispositivo. Puede seleccionar todos los
grupos o solo uno.

El campo se muestra cuando el Modo Grupo
esta activado.

i Si la funcion de Grupo seguido
esta configurada para grupos, su
estado de seguridad puede
cambiar automaticamente en
funcion de sus ajustes y de los
estados de los iniciadores.

Seleccionar el método de armado/desarmado:
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Opciones de acceso

Coadigo del teclado

Cadigo de coaccion

Boton de Funcion

Proteccion contra pulsacion accidental

® Solo codigos del teclado.
® Solo codigos del usuario.
® Codigos del teclado y de usuario.

Para activar los Codigos de acceso del teclado
configurados para personas que no estan
registradas en el sistema, seleccione las
opciones en el teclado: Solo cadigos del
teclado o Codigos del teclado y de usuario.

Seleccionar un codigo general para el control
de seguridad. Contiene de 4 a 6 digitos.

Seleccionar un codigo de coaccion general para
la alarma silenciosa. Contiene de 4 a 6 digitos.

Mas informacion

Seleccionar la funcion del botén >K (botén de
Funcion):

® Desactivado: el boton de funcion esta
desactivado y no ejecuta ningin comando
al pulsarlo.

® Panico: tras pulsar el boton de funcion, el
sistema envia una alarma a la CRA y a todos
los usuarios.

® Silenciar alarma de incendio: cuando se
pulsa, el sistema silencia la alarma de los
detectores de incendio Ajax. Solo
disponible si la funcion de Alarma de
incendio interconectada esta habilitada.

Mas informacion

Cuando esta habilitado, el boton de Funcion
debe pulsarse dos veces para enviar una alarma
de panico.

Este parametro esta disponible si el boton de
Funcion esta establecido en Panico.

Cuando esta habilitado, el teclado se bloqueara
durante un tiempo preestablecido al introducir
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Autobloqueo de acceso no autorizado

Tiempo de autobloqueo, min

Brillo

Volumen de botones

Lectura de pass/tag

un codaigo Incorrecto o al utilizar dispositivos
de acceso no verificados mas de tres veces
seguidas en 1 minuto.

Un PRO o un usuario con permisos para
configurar el sistema puede desbloquear el
teclado a través de la app antes de que
transcurra el tiempo de bloqueo establecido.

Seleccionar el periodo de bloqueo del teclado
tras intentos de acceso no autorizados:

® 3 minutos

® 5 minutos

¢ 10 minutos

¢ 20 minutos

® 30 minutos

¢ 60 minutos

¢ 90 minutos

180 minutos

Disponible si la opcion de Autobloqueo de
acceso no autorizado esta habilitada.

Ajustar el brillo de la retroiluminacion de los
botones del teclado. La retroiluminacion solo
funciona cuando el teclado esta activo.

Esta opcion no afecta al nivel de brillo de los
indicadores del lector Pass/Tag y de los modos
de seguridad.

Seleccionar el volumen de los botones del
teclado al pulsarlos.

Cuando esta habilitado, el modo de seguridad
se puede controlar con dispositivos de acceso
Pass y Tag.

Cuando esta habilitado, los usuarios solo
pueden armar o desarmar el sistema cuando
hayan sido autorizados correctamente con dos
formas de identificacion. es decir utilizando



Confirmacion de autorizacion con codigo de
acceso

Tiempo de confirmacion

Cambio facil del modo armado

Pass o Tag e introduciendo el codigo de acceso
correcto.

Mas informacion

Seleccionar el tiempo maximo para confirmar la
autorizacion con una contraseiia tras la
confirmacion del dispositivo de acceso.

Disponible si esta habilitada la opcion de
Confirmacion de autorizacion con cadigo de
acceso.

Permite a los usuarios armar/desarmar el
sistema sin confirmacion pulsando los botones
del teclado.

Hay tres opciones disponibles:

® Desactivado: cada intento de armado o
desarmado debe confirmarse introduciendo
el cadigo de acceso o acercando el
dispositivo de acceso.

® Armado/desarmado utilizando dispositivos
de acceso sin confirmar la accion con los
botones: permite a los usuarios cambiar los
modos de seguridad del sistema utilizando
los dispositivos de acceso sin confirmacion
con los botones del teclado.

® Desarmado sin boton desarmar: el sistema
0 sus grupos, cuya seguridad se gestiona
con un codigo de acceso o dispositivos de
acceso, se desarmaran sin confirmacion
pulsando los botones del teclado.

Debe establecer una longitud de
codigo de acceso fijaen la
configuracion del hub en la app
Ajax PRO.

Cuando esta habilitado, el usuario puede armar
la instalacion sin introducir un codigo ni
acercar el dispositivo de acceso personal.
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Armar sin codigo

Activacion automatica con un retardo al entrar

Alertar con sirena al presionar el boton de
panico

Test de intensidad senal Jeweller

Test de atenuacion de senal

Restablecer pass/tag

Guia del usuario

Si esta deshabilitado, introduzca un codigo o
acerque el dispositivo de acceso para armar el
sistema. La pantalla para introducir el codigo
aparece después de pulsar el boton Armar.

Activa el teclado después de que cualquier
dispositivo de seguridad inicie el Retardo al
entrar.

La funcion de activacion automatica también
puede reducir la duracion de la bateria del
teclado.

El parametro se muestra si se selecciona la
opcion Panico para el boton de Funcion.

Cuando la opcion esta habilitada, las sirenas
conectadas al sistema de seguridad emiten una
alerta cuando se pulsa el botén >k (botén de
Funcion).

Cambia el dispositivo al modo de Test de
intensidad senal Jeweller.

El test permite comprobar la intensidad de la
seiial entre el hub (o el repetidor de seial de
radio) y el dispositivo a través del protocolo
inalambrico de transmision de datos Jeweller
para seleccionar el lugar de instalacion optimo.

Mas informacion

Cambia el dispositivo al modo de test de
atenuacion de seial.

Mas informacion

Permite eliminar de la memoria del dispositivo
todos los hubs relacionados con un Tag o un
Pass.

Mas informacion

Abre el manual de usuario del Superior KeyPad
Plus G3 Jeweller en la app Ajax.
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dispositivo sin eliminarlo del sistema.

Hay tres opciones disponibles:

® No: el dispositivo funciona en modo normal
y transmite todos los eventos.

® Totalmente: el dispositivo no ejecuta
comandos del sistema ni participa en
escenarios de automatizacion; el sistema
ignora las alarmas y otras notificaciones del
dispositivo.

Desactivacion permanente

® Solo tapa: el sistema solo ignorara las
notificaciones sobre la activacion de la
alarma antisabotaje del dispositivo.

Mas informacion

Permite al usuario desactivar los eventos del
dispositivo hasta el primer desarmado.

Hay tres opciones disponibles:

® No: el dispositivo funciona en modo normal
y transmite todos los eventos.

® Totalmente: el dispositivo esta
completamente excluido del
Desactivacion temporal unica funcionamiento del sistema hasta el primer
desarmado. El dispositivo no ejecuta
comandos del sistema ni reporta alarmas u
otros eventos.

® Solo tapa: las notificaciones sobre la

activacion de la alarma antisabotaje estan
desactivadas hasta el primer desarmado.

Mas informacion

Desvincula el dispositivo, lo desconecta del

Eliminar di iti
iminar cispostiivo hub y elimina su configuracion.

Configuracion de codigos
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i En las apps Ajax PRO, en la configuracion del hub, puede establecer los requisitos para
la longitud de los codigos de acceso utilizados para la autorizacion de los usuarios y el
acceso al sistema. Puede seleccionar la opcion Flexible (de 4 a 6 simbolos) o definir la
longitud fija del codigo: 4 simbolos, 5 simbolos 0 6 simbolos.

Al establecer una longitud de cédigo fija, se restableceran todos los codigos de acceso
configurados previamente.

La longitud de cadigo fija es necesaria para la funcion de Cambio facil del modo armado
que permite desarmar el sistema sin pulsar el boton Desarmar del teclado después de
introducir un codigo de acceso o utilizar un dispositivo de acceso.

Codigos de acceso del teclado

Para configurar el codigo del teclado y el codigo de coaccion del teclado:

10.

. En la app Ajax, vaya a la pestana Dispositivos - ]
. Seleccione el teclado para el que desea configurar un codigo de acceso.
. Vaya a su Configuracion S,

. En el menu de Opciones de acceso, seleccione la opcion de Solo codigos

del teclado o Codigos del teclado y de usuario.

. Vaya al menu Codigo del teclado.

. Establezca el codigo del teclado. Contiene de 4 a 6 digitos.
. Pulse Hecho.

. Vaya al menu Codigo de coaccion.

. Establezca el codigo de coaccion del teclado. Contiene de 4 a 6 digitos.

Pulse Hecho.

Cddigos de acceso de los usuarios

Para establecer un codigo personal y un codigo personal de coaccion:

1.

2.

Seleccione el espacio en la app Ajax.

Vaya al menua Configuracion 3,




3. Abra el meni Usuarios.

4. Busque su cuenta en la lista y pulse sobre ella.

5. Vaya al menu de Configuracion codigos de acceso.

6. Establezca el Codigo de usuario. Contiene de 4 a 6 digitos.
7. Pulse Guardar.

8. Establezca el Codigo de coaccion. Contiene de 4 a 6 digitos.
9. Pulse Guardar.

10. Pulse Atras para guardar la configuracion.

Codigos de usuarios no registrados

Para establecer un codigo de acceso para un usuario sin cuenta:

1. Seleccione el hub en la app Ajax.
2. Vaya al menu Configuracion S,
3. Vaya al menu Codigos de acceso del teclado.

4. Pulse Anadir codigo. Establezca el Nombre y el Codigo de acceso. Contiene
de 4 a 6 digitos.

5. Pulse Anadir para guardar los datos.
Para establecer un codigo de coaccion para un usuario sin cuenta:

1. Seleccione el menu Codigos de acceso del teclado en la configuracion del
hub.

2. Seleccione el usuario no registrado necesario.

3. Pulse Anadir codigo de coaccion. Establezca el codigo. Contienede 4a 6
digitos.

4. Pulse Hecho.

Para los usuarios no registrados, un administrador o un PRO con permisos para
configurar el sistema puede ajustar el acceso a la gestion de la seguridad. Primero,
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configuracion del hub, busque el usuario necesario y configure los parametros
correspondientes en el menu Gestion de la seguridad.

Codigo URR

Solo un PRO con permisos para configurar el sistema puede crear y configurar
los codigos URR en las apps Ajax PRO. Encontrara mas informacion sobre la
configuracion de esta funcion en este articulo.

Tarjetas y mandos

El Superior KeyPad Plus G3 Jeweller puede funcionar con mandos Tag, tarjetas
Pass y dispositivos de terceros que admitan la tecnologia DESFire®.

i Antes de anadir dispositivos de terceros que soporten DESFire®, asegiirese de que
tienen suficiente memoria libre para gestionar el nuevo teclado. A ser posible, el
dispositivo de terceros debe estar preformateado.

En este articulo encontrara informacion sobre como restablecer Tag o Pass.

El namero maximo de dispositivos Pass y Tag anadidos depende del modelo
del hub. Los dispositivos Pass y Tag anadidos no afectan al limite total de
dispositivos del hub.

Comprobar la compatibilidad de los dispositivos

Anadir Tag o Pass

1. Abra la app Ajax.
2. Seleccione el espacio con hub al que desea anadir Tag o Pass.

3. Vaya a la pestana Dispositivos - ]

Asegurese de que la funcion de Lectura de pass/tag esté habilitada en la
configuracion de al menos un teclado.
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4. Pulse Anadir dispositivo.
5. Seleccione Anadir pass/tag.

6. Especifique el tipo (Tag o Pass), el color, el nombre del dispositivo y el
usuario (si es necesario).

7. Pulse Siguiente. Después de eso, el hub cambiara al modo de registro de
dispositivos.

8. Acérquese a cualquier teclado compatible con la funcion de Lectura de
pass/tag habilitada. Pulse el boton Desarmar para cambiar el teclado al
modo de registro de dispositivos de acceso.

9. Acerque el Pass o el Tag con el lado ancho hacia el teclado durante unos
segundos. Si la adicion se realiza correctamente, recibira una notificacion
en la app Ajax.

Si la conexion falla, inténtelo de nuevo en 5 segundos. Tenga en cuenta que si
ya ha anadido al hub el nimero maximo de dispositivos Tag o Pass, recibira la
notificacion correspondiente en la app Ajax al anadir un nuevo dispositivo.

Tanto el Tag como el Pass pueden funcionar con varios hubs al mismo tiempo. El
nimero maximo de hubs es de 13. Si ya ha ahadido a un hub el niimero maximo de
dispositivos, recibira la notificacion correspondiente al intentar anadir otro Tag o Pass.
Para ainadir dicho mando/tarjeta a un nuevo hub, debera restablecerlos.

Si necesita anadir otro Tag o Pass, pulse Anadir otro pass/tag en la app. Repita
los pasos 6-9.

Eliminar (restablecer) Tag o Pass

I El restablecimiento borrara todos los ajustes y conexiones de mandos y tarjetas. En

: este caso, el Tag y el Pass restablecidos solo se eliminan del hub desde el que se ha
realizado el restablecimiento. En otros hubs, el Tag o el Pass siguen apareciendo en la
app, pero no se pueden utilizar para gestionar los modos de seguridad. Estos
dispositivos deben eliminarse manualmente.




1. Abra la app Ajax.
2. Seleccione el espacio.
3. Vaya a la pestana Dispositivos - ]

4. Seleccione un teclado compatible de la lista de dispositivos.

Asegurese de que la funcion de Lectura de pass/tag esté habilitada en la
configuracion del teclado.

5. Vaya a la configuracion del teclado pulsando el icono 5.
6. Pulse Restablecer pass/tag.
7. Pulse Continuar.

8. Acérquese a cualquier teclado compatible con la funcion de Lectura de
pass/tag habilitada. Pulse el boton Desarmar para cambiar el teclado al
modo de restablecimiento de dispositivos de acceso.

9. Acerque el Pass o el Tag con el lado ancho hacia el teclado durante unos
segundos. Si el formateo se realiza correctamente, recibira una
notificacion en la app Ajax. Si el formateo falla, inténtelo de nuevo.

Si necesita restablecer otro Tag o Pass, pulse Restablecer otro pass/tag en la
app- Repita el paso 9.

Control de la seguridad

Mediante codigos, Tag o Pass, puede controlar el Modo Noche y la seguridad
de todo el sitio o de grupos separados. Un usuario o un PRO con permisos para
configurar el sistema puede establecer codigos de acceso. En esta seccion
encontrara mas informacion sobre como anadir un Tag o un Pass al hub.

Si se utiliza un codigo personal o de acceso, un Tag o un Pass, el nombre del
usuario que ha cambiado el modo de seguridad se muestra en el historial de
eventos del hub y en la lista de notificaciones. Si se utiliza un codigo comun,
se muestra el nombre del teclado desde el que se ha cambiado el modo de
seguridad.



i El Superior KeyPad Plus G3 Jeweller se bloquea durante el tiempo establecido en los
ajustes si se introduce un codigo incorrecto o se acerca un dispositivo de acceso no
verificado tres veces seguidas en el plazo de 1 minuto. Las notificaciones
correspondientes se envian a los usuarios y a la central receptora de alarmas. Un
usuario o un PRO con permisos para configurar el sistema puede desbloquear el
Superior KeyPad Plus G3 Jeweller en la app Ajax.

La secuencia de pasos para cambiar el modo de seguridad con el teclado
depende de si las opciones Armar sin codigo, Confirmacion de autorizacion con
codigo de acceso y Cambio facil del modo armado estan habilitadas en los
ajustes del Superior KeyPad Plus G3 Jeweller.

Utilizando Tag o Pass

1. Active el teclado acercando la mano frente a él.
2. Acerque el Tag o el Pass al lector de tarjetas/mandos del teclado.

3. Introduzca el codigo necesario si la funcion de Confirmacion de
autorizacion con coadigo de acceso esta habilitada.

4. Pulse el boton Armar, Desarmar o Modo Noche del teclado.
Si la opcion de Cambio facil del modo armado esta habilitada, no es necesario

pulsar el boton Armar, Desarmar o Modo Noche después de leer el dispositivo
de acceso.

Utilizando cdédigos de acceso

Los cadigos introducidos incorrectamente pueden borrarse pulsando el boton
Restablecer.

Cadigo Ejemplo Nota
Gestion de los modos de armado del sitio

Coadigo del teclado




Cadigo de coaccion del 1234 - )1 I
teclado

Codigo de usuario

5 1234
Codigo de coaccion del -k - - I

usuario

Cadigo de usuario no
registrado
1234
Codigo de coaccion de usuario - I
no registrado

Cadigo URR 1234 > ( )1 I

5 es el ID de usuario

Gestion de los modos de armado del grupo

Coadigo del teclado

Cédigo de coaccion del 1234 - K -2 [/
teclado

Codigo de usuario

55> —>1234 > XK -2

Codigo de coaccion del /

usuario

Cadigo de usuario no
registrado

. .. . 1234 — —-2— |
Codigo de coaccion de usuario *

no registrado

Cédigo URR 1234 > K -2 |/

Mas informacion sobre el ID de usuario

Mas informacion sobre el ID de grupo

2 es el ID del grupo

5 es el ID de usuario

2 es el ID del grupo

2 es el ID del grupo

2 es el ID del grupo

Confirmacion de autorizacion con codigo de acceso
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La Confirmacion de autorizacion con codigo de acceso es una funcion que
permite configurar la autenticacion de dos factores para los usuarios cuando
controlan los modos de seguridad del sistema. Esta definicion significa que los
usuarios deben utilizar primero un dispositivo de acceso (Pass o Tag) y
después introducir un codigo de acceso para confirmar su autorizacion al
sistema.

Mas informacion sobre la Confirmacion de autorizacion con un codigo
de acceso

Indicacion

El Superior KeyPad Plus G3 Jeweller puede informar del modo de seguridad
actual, las pulsaciones de botones, los fallos de funcionamiento y el estado
mediante indicacion LED y sonido. La retroiluminacion muestra el modo de
seguridad actual después de activar el teclado. La informacion sobre el modo
de seguridad actual es relevante incluso si el modo de armado es cambiado por
otro dispositivo: un mando, otro teclado o una app.

Puede activar el teclado deslizando la mano por el panel tactil de arriba a
abajo. Cuando se activa, la retroiluminacion del teclado se encendera y sonara
un pitido (si esta activado).

Evento Indicacion Nota

Todos los indicadores y la
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Encendido del dispositivo

Encendido del dispositivo que
no se ha anadido al hub

Apagado del dispositivo

El dispositivo se ha eliminado
del hub

Se ha perdido la conexion con
el hub o el repetidor de senal
de radio

La tapa del dispositivo esta
abierta (el panel SmartBracket
esta retirado)

Pulsacion del boton tactil

Sistema armado

Sistema desarmado

Se ha introducido un cédigo
incorrecto o se ha intentado
cambiar el modo de seguridad
mediante una tarjeta/mando
desconectado o desactivado

No se ha podido activar el
modo de seguridad
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numeérico se encienden
brevemente. Luego, suena un
pitido de tres tonos y se
encienden el LED de modo de
seguridad del sistema actual y
la retroiluminacion del teclado
numeérico. Después de eso, la
retroiluminacion del teclado
numeérico se apaga
suavemente y suena un doble
pitido

Todos los indicadores y la
retroiluminacion del teclado
numérico se encienden
brevemente. Después de eso,
el LED X parpadea 6 veces y
luego parpadea 3 veces
rapidamente

El teclado se apaga al finalizar
la indicacion

El sistema envia una
notificacion cuando se apaga
el teclado mediante el boton
de encendido

EI LED X se enciende durante
cerca de 1 seg y luego
parpadea 3 veces

EI LED X parpadea 6 veces y
luego parpadea 3 veces
rapidamente

El teclado se apaga al finalizar
la indicacion

EI LED X parpadea

El LED X parpadea brevemente
una vez

Pitido corto, el LED de estado
de seguridad del sistema
parpadea una vez

El volumen depende de la
configuracion del teclado

Pitido corto, se enciende el
LED Armado o de Modo Noche

Dos pitidos cortos, se
enciende el LED Desarmado

Pitido largo, la
retroiluminacion del teclado
numérico parpadea 3 veces

Pitido largo, el LED de estado

dAa comridad arntinal narnadana



(Comprobacién de integridad
del sistema fallida)

El sistema requiere confirmar
la autorizacion con una
contraseia después de la
confirmacion del dispositivo
de acceso. Disponible si esta
habilitada la funcion de
Confirmacion de autorizacion
con codigo de acceso

El teclado se ha bloqueado
debido a un intento de
introduccion de codigo
incorrecto o a un intento de
utilizar una tarjeta/mando no
autorizado

El hub no responde

La carga de la bateria es baja
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3 veces

El LED de estado de seguridad
actual parpadea durante el
tiempo establecido para la
confirmacion

Pitido largo, durante el cual
los LED de estado de
seguridad y la
retroiluminacion del teclado
parpadean 3 veces

Pitido largo, el LED X se
enciende

Después de cambiar el modo
de seguridad, se enciende el
LED X. Los botones tactiles
estan bloqueados durante
este tiempo.

Como sustituir las
baterias

Al intentar activar el teclado
con las baterias descargadas,
emite un pitido largo, el LED X
se enciende y se apaga
suavemente, y luego el
teclado se apaga.

Notificaciones sonoras de fallos de funcionamiento

El Superior KeyPad Plus G3 Jeweller puede notificar a los usuarios del sistema
con un sonido audible si algun dispositivo esta sin conexion o la bateria esta
baja. EI LED X del teclado parpadeara. Las notificaciones de fallos de
funcionamiento se mostraran en el historial de eventos, el texto de SMS o las
notificaciones push.

Para activar las notificaciones sonoras de fallos de funcionamiento, en una app
Ajax PRO:
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2. Seleccione el hub y vaya a su configuracion 3,

3. Vaya a Servicio — Sonidos y alertas.

4. Habilite las opciones: Si algun dispositivo tiene bateria baja y Si algtin
dispositivo esta sin conexion.

5. Pulse Atras para guardar la configuracion.

Evento

Si algun dispositivo esta sin
conexion

Si el Superior KeyPad Plus G3
Jeweller esta sin conexion

Si algun dispositivo tiene
bateria baja

Indicacion

Dos senales sonoras cortas, el
LED X parpadea dos veces.

Emite un pitido por minuto
hasta que todos los
dispositivos del sistema estén
en linea.

Dos seiales sonoras cortas, el
LED X parpadea dos veces.

Emite un pitido por minuto
hasta que el teclado del
sistema esté en linea.

Tres senales sonoras cortas,
el LED X parpadea tres veces.

Emite un pitido por minuto
hasta que se restablece la
bateria o se retira el
dispositivo.

Nota

Los usuarios pueden retrasar
la indicacion sonora durante
12 horas

Es imposible retrasar la
indicacion sonora

Los usuarios pueden retrasar
la indicacion sonora durante 4
horas

Las notificaciones sonoras de fallos de funcionamiento aparecen cuando
finaliza la indicacion del teclado. Si se producen varios fallos de

funcionamiento en el sistema, el teclado notificara primero la pérdida de
conexion entre el dispositivo y el hub.

Fallos de funcionamiento

Cuando el dispositivo detecta un fallo de funcionamiento (por ejemplo, se ha



perdido la conexion a traves del protocolo Jeweller), se muestra un contador de
fallos de funcionamiento en la app Ajax, en la esquina superior izquierda del
icono del dispositivo.

Todos los fallos de funcionamiento pueden verse en los estados del
dispositivo. Los campos con fallos de funcionamiento se resaltaran en rojo.

Se muestra un fallo de funcionamiento si ocurre lo siguiente:

La temperatura del dispositivo esta fuera de los limites permisibles.

La tapa del dispositivo esta abierta (alarma antisabotaje activada).

Se ha perdido la conexion con el hub o el repetidor de senal de radio via
Jeweller.

La bateria del dispositivo esta baja.

Mantenimiento

Gl . --

Superior Hub G3

Disarmed

S MotionProtect G3

Entrance

S DoubleButton G3
Entrance

S KeyPad Plus G3

Entrance

S HomeSiren G3

Entrance

Compruebe regularmente el funcionamiento del dispositivo. La frecuencia
optima de las comprobaciones es de una vez cada tres meses. Limpie la
carcasa del dispositivo de polvo, telaranas y otros contaminantes a medida que
vayan apareciendo. Utilice toallitas suaves y secas adecuadas para el
mantenimiento del equipamiento.


https://support.ajax.systems/wp-content/uploads/2025/09/en-app-badge.jpg
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No utilice sustancias que contengan alcohol, acetona, gasolina y otros
disolventes activos para limpiar el dispositivo.

Si la bateria del teclado esta baja, el sistema envia las notificaciones
correspondientes, y el indicador X Fallo de funcionamiento se enciende
suavemente y se apaga después de cada introduccion correcta del codigo.

El Superior KeyPad Plus G3 Jeweller puede funcionar hasta 2 meses después
de la senal de bateria baja. No obstante, le recomendamos que sustituya las
baterias inmediatamente después de recibir la notificacion. Se recomienda

utilizar baterias de litio. Tienen una gran capacidad y se ven menos afectadas
por las temperaturas.

Como sustituir las baterias del Superior KeyPad Plus G3 Jeweller

Especificaciones técnicas
Todas las especificaciones técnicas
Cumplimiento de normas

Configuracion conforme a los requisitos EN 50131

Garantia

La garantia para los productos de Limited Liability Company «Ajax Systems
Manufacturing» es valida durante 2 anos tras la compra.

Si el dispositivo no funciona correctamente, le recomendamos que contacte
primero con el servicio de asistencia, ya que la mayoria de los problemas
técnicos pueden resolverse en remoto.

Obligaciones de la garantia
Contrato de usuario

Pongase en contacto con el soporte técnico:
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